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Note: Articles are invited from members for publishing in newsletter.
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Note: The views expressed in the articles published, are their own views
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From the Chairman’s Desk

My dear professional colleagues [T e ———

It is with great pleasure that I extend my warmest greetings to each of you as we present another
edition of our monthly journal for the month of July 2024.

Let me start my message by wishing all of you A very Happy CA Day to you all

As you all know, we are celebrating 1st of July evert year as Chartered Accountants day. CA day is
being celebrated as a mark of respect for the dedication, expertise, excellence and integrity of
Chartered Accountants who are all instrumental in shaping our profession. Chartered Accountants are
always remembered and respected for our commitment to excellence and unwavering professionalism.
On this CA DAY (1st of July) let us all celebrate the spirit that defines Chartered Accountants.

Our CA Journal serves not only as a record of memory but also serves as a medium for enriching the
knowledge and spirit of continuous learning. It serves as a resource for innovation, inspiration,
professional development and collectively helps to elevate the standards of our profession.

In this issue, you will find articles with wealth of insights, analysis and perspectives contributed by our
members. and thought leaders in the field. These pieces reflect our commitment to staying at the
forefront of developments in finance, auditing, taxation, and beyond.I request everyone to go through

this newsletter and I am confident that it will give new ideas and lead us towards greater success.

Thank you for your continued support and engagement with the CA Journal. Together, let us continue
to uphold the highest standards of professionalism and contribute to the advancement of our profession.

Together, let us continue to elevate the standards of our profession and make a positive impact in the
world.

Once again Happy CA Day to all.
Jai Hind

CA Narasimma Raghavan R
Chairman
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CPE MEETING
Topic : INVESTOR AWARENESS PROGRAM - WEALTH CREATION THROUGH MUTUAL
FUNDS
Speaker : MR. RAMAKRISHNAN V NAYAK, DIRECTOR - DAKSHIN CAPITAL PVT LTD
Date : 1st June 2024, Saturday
Time : 6.00 PM to 8.00 PM
Venue : Our Branch Premises
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CPE MEETING
Topic : PRACTICAL ASPECTS OF INFORMATION SYSTEMS AUDIT, CYBER SECURITY &
DATA PROTECTION AND AUDIT AUTOMATION
Speaker : CA. AJAY MEHTA, CA. SATHYABAMA R & CA. NISHANTH KRISHNA PORURI &
CA. NAREN VARMA KALIDINDI
Date : 08th June 2024, Saturday
Time : 9.30 AM to 1.30 PM
Venue : Our Branch Premises
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- | TOPIC : BRANCH DAY CELEBRATION AND ARTIFICIAL INTELLIGENCE IN ICAI, OFFICE
- | & AUDIT

- | Speaker : CA. DAYANIWAS SHARMA, CCM & CHAIRMAN OF Al CA. AANAND P, MCM
AND CA. REKHA UMA SHIVE, RCM

- | Date : 20th June 2024, Thursday
Time : 5.00 PM to 8.00 PM
= | Venue : Our Branch Premises
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CPE MEETING
Topic: TWO DAYS WORKSHOP ON GST DEMANDS & APPELLATE REMEDIES
Speaker: CA. VISHAL V, CA. RENUKA S, CA. BHARATH KUMAR N K, CA. GANESH
PRABHU B, CA. VIRAL M KHANDHAR & CA. SAMPATH KUMAR VV
Date: 21st & 22 nd June 2024, Friday and Saturday
Time: 10.00 AM to 5.00 PM

Venue: Our Branch Premises
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Programme : Yoga Day
Date : 21th June 2024, Friday
Venue : Our Branch Premises
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CPE MEETING
Topic: INTERNATIONAL MSME DAY - ENRICHING THE ENTREPRENEURSHIP
SKILLS FOR CA'S
Speaker: DR. SUBRAMANIAM R
Date: 26th June 2024, Wednesday
Time: 5.00 PM to 8.00 PM

Venue: Our Branch Premises
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Programme : CA Run
Date : 30th June 2024, Sunday
Venue : Our Branch Premises




Programme : CA Day
Date : 1st July 2024, Monday
Venue : Our Branch Premises
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CA. AJAY MEHTA

Practical Aspects of Information Systems Audit

Opportunities & Practical
Aspects of Conducting IS
Audit

CA Ajay Mehta

AGENDA
e,
Overview of IS Audit
N

Opportunities
=

Practical Walkthrough

=
IS Audit Skill Set

{ Intaraction

—
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Information  yafarmation System is a combination of resources that
System collects, processes, stores, and communicates
infarmation 1o achiee arganizational objactivaes.

Information  compination of hardware, software, infrastructure, and

System
Compomenti trained parsonnel

Information  The pyrpose of an Information System Audit is to evaluate
System Audit e effectivenass of an organization's information system
controls.

.
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Regulatory Bodies and IS Audit Requirements in India
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// | Reserve BankofIndia |

Iifarmiation Syatarm Audil Banks, NBFCs, Crad it lnfaimatl on Compandes

| Cytiir Sacut iy Audil for Banks
—
O (7 Chustrourcing (TREM)

AL
Syntam Audit Roport PSS

Syetem Audlt Report - Data Locallsation

/ Securities and Annual System Audit

Exchange Board
of India
Cyber Security & Cyber
Resilience
Insurance Cyber Security
Regulatoryand  Assurance Audit
Development
Authority of India Insurance Self- Network

Platform (ISNP) Audit

N2
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, / [ POV : Quantitative J
Consolidated Opportunities

& Ae Dingibis B ities Caunt

1 Scheduled Commerciol Banks {incl P50, Pyl Forsdgni 7

2%mall Fnance Banks 1
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BElate Co-operative Banks 4
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| Companies Act 2013 - IFC |

Regulatory
Il © Various Section and rules of Companies Act 2013

= Internal Controls over Financial Reporting

Scope Title iy

o + Information Technology Controls ( General &
Audit Title Application)
+ Audit trail assessment

'y

| IFC- Applicability |

Responsibility Type of Company

Private Limited

{Unlisted) frafer note 1)*
IFCFR IFCFR
IFCFR IFCFR

Note 1 - Reporting not applicable if turnover less than INR 50 crores as per latest
audited financials AND borrowings (from banks and Fls or any body corporate)
less than INR 25 crores in the relevant ﬁnanc:‘aiyear

7
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” IFC - Responsibility or
Accountability
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/ IFC - Information &
Communication

Information Techno General Controls

= [TGCs include controls in the areas of access security, system change
control, data centre and network operations.

Information Technology Application Controls

= Application controls relate to the transactions and master file, or
standing data pertaining to each automated application system, and
are specific to each application.

= They ensure the accuracy, integrity, reliability and confidentiality of the
information and the validity of the entries made in the transactions and
standing data resulting from both manual and automated processing.

Source: ICAI GN ON IFC over FR I/

/ Companies Act 2013
Audit Trail

Audit Trail Audit trail s record of what, when, & who, for all type of transaction ( L.e., Add, Modify, Delete)

What : What data input, modification, deletion was taken place in a ransaction
When : Date & Time Stamp
Whe : User exgcuting the transaction

Applicabiliy Applicatle from 01 April 2023 to all categories of Companies which uses accounting software for
maintaining its books of account.

Aszegament Objective” whether the audit trail feature |5 configurable (... If it can be disabled or tampered with)?
whether the audit trail feature was enabled/operated throughout the year?

whether all transactions recorded in the software are covered in the audit trail feature?

whether the audit trail has béen preserved as per statutory requiremants for recard retention?

*Source: ICAlI GN ON Audit Trail /A
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7/ [ Hnn-RaﬂuI:tmi ;:si:mum System ]

W
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IT Apgilicidnm
Cisntrisila

” Information Security Consulting
opportunities
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V/ Practical Walkthrough ]
L

Audit Procedure or Methodology

Audit Scoping

-
{ Control Areas
el

( Checklist Overview

Report Walkthrough

Audit Procedure or Methodology

“ Develop the -

‘ recommendation -

Identify the gaps as .

‘ per the regulatory -

uidelines or
Evaluste the g
in underlying
‘ gﬁ:z:vﬂﬁess of the framework, IS
Assess the control policias &
company's risk procadura and
‘ . rofile and control areas for
Ientily current gasigrl improvement
controls in place
Understand ::ﬂ; ?f.,“?"i.‘:f
CONPENY-- Srisna procedures

and processes
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Audit Scoping

IS Audit mGC /
Scoping ITAC

[ Controls Areas ]

Accass
Managamant &
Pasaword Controls

Information Security : e Business Continuity
IT Risk Assessmant
Governance & Disaster Recovery

Assetl Management Incidant Logging and
Management Monitoring

Backup and Patch & Physical and

Restoration Vulnerability Capacity Environmental
Controls Management Management Security

-

T o oA

e e o

Page No: 25 /
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'/ [ Controls Areas

Hurman Besaanon
SRCUnTY

Vamoarf T Prarty S g Tastlng and

Rizk Managomen® Soures cods Roviaws

W ACCESS CONTROL

Understand Access

Control
Active = . Connect Access to user
Maonitoring - roles
Monitor Privilege : Gra_nt Least
Aceaimnts Privileges
Ensure Multi factor Strong Password Policy

authentcation

IT Prajedt
P RIARE FTE T

Endpalnt Hygiang

-y
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7/ ASSET MANAGEMENT

Information Classification Responsibility for Assets

Information

AsSpLs

/’/ CHANGE MANAGEMENT

Initation

Change Hequest

Change Evaluation

Chainge Planning

Change Testing
Changs Approval
Change Implemeniation
Change Review and Manitoring

Documestation and Reporting

Change Closure
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7/ BACKUP & RESTORATION PullBacup  Pirestel Incerment

Ehadly Weehly  Manthly
Bochup  Backup  Bachup

BALKLUF
RECIHRLDS

MLSTOHATICNN
X1

7/ TECHNICAL ASSESSMENT & PATCH MANAGEMENT

Regubarty opdate PAT C H

patch management

MANAGEMENT

Momitor and verify
patch instaklation

Maintzin an inventory of
s Frweare amad hardwaure
EEnels

Arsn
fh

Test patches before Priierizize patches
deployment base om exiticality
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INCIDENT RESPONSE & MANAGEMENT

Fhishing
h"kh
NG
o RESPOND

1 IDENTIFY
Your Assets

PROTECT
Your Assets

DETECT
Incidents

With a plan
“RECOVER
Normal Operations Ransomware Spoofing
=y

P 7

Deviee Control l-n-ﬂkamﬂr
firewall, Media [USH {spam, virns, domain,
Lo Hlnri] ; o g DMARC)

°.¢) -
sl

= =| q
Fatch Management =
E’ (05, Application]

‘malicions web
downlonds

Endpoint such as Lapteps, Mobiles, Desktop, IoT Devices / Sensors
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Report Walkthrough

7 ks )
v v v

»  Audit Skill Knowledge Practical
* Process Understanding Upgradation Experience
DISA / CISA/

CEH /150 27001
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CA.SATHYABAMA R

CYBER SECURITY & DATA PROTECTION MEASURES FOR SAFEGUARDING SENSITIVE
FINANCIAL INFORMATION

What |s Cyber
security — concepts
Explained

Sensitive Financial
Infoermation

Cyber security Measures of Cyber
threats frisks security

DataPrivacy =
Definition of
Personal Identifiable
Information

DPDP Act

"y

Sensitive |

; :  Personal : Bank account details, PAN,

FInanClaI. Adhaar card, investments, credit /debti

|ﬂf0rmat|0n card numbers, UPI id, Userid /passwords
a ~ to various portals

'J Corporates : Budgets, strategy
documents, Internal workings for capex,
opex, performance data — anything that is

~ not published publicly.
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+ Benween June 2008 ard March 20232, indian banks repormed 248 successiul
datp breackes by hackers ard criminals; the governmeant notifiad Parliament
on Aug 2, #70E

= The Indian gpovernment has repected 110,000 ovber-attacks in 20221t is
estimatad to be three times moee than in 2019 India has baen the target of
safious eybarattacks,

= Ower 300 billlon passwords are being wsed by burrans end machings el over
the werkd. iSyberseoynity Media)

* Between Z005-2020, there have been 11,762 major security breaches, {1
Theft Aescurce Center)

* The information security mariet is estimaied to reach £170.4 billion by 2022,

{Zartner

+ Hacking festured 45% of the total Bresches, while 17% involved malaars
aktacks and 32% involed phishing attacks. (Verlzzn)

* Cybersecurity risks are increasing day by day, feels 68% of the business leaders
[Bccenturs|

* Bi% ofthe breaches were fimancially driven while 105 were motivated by
espianage, [Verimn]

+ BR% of cornpanies. around the workd experienced spear-phishing attemars in
?ﬂ'lﬂ.iﬂ_r&u-lgr.-u]]

+  Hisnan efros cassed 95% of i total oybiman ity breaches,
[Cedimtsalutinns]

Significance of Cyber Risk in the
Financial Sector:

SYSTEMIC BUSINESS BLLIRRING OF
IMPLICATIONS DUE PUBLIC TRUST 15 DESRUPTIONS AND
- =0 ¥ P 1k, =L =0 L = o £
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Types of Cybercrime:

All businesses, regardless of size, are at risk.
Small businesses may feel like they are not
targets for cyber attacks either due to their
size or the perception that they don't have
anything worth stealing.

Only a small percentage of cyber attacks are
considered targeted attacks, meaning the
attacker group is going after a particular
company or group of companies in order to
steal specific data.

The majority of cyber criminals are
indiscriminate; they target wvulnerable
computer systems regardless of whether the
systems are part of a Fortune 500 company,
a small business, or belong to a home user.

oemal of Senaoa s

*Phighing s a froudelen +This . & an acl by the
allemal, usually  made chimisaly who  fieodis  the
through =mail, o seal Bandendth of the siclims
pour pasonal nfermation. nebwerk,

+ Phighing & e ailempi bo +Im i D05 afback, & HOcker
abiain senalte indprmalion Ues @ single  iierne
Sabsword and cradit card B seware vulnarasiity o
datalis, aflan far ficod A fergel with fake
malicineg FRBE Y Pl e - in &n
ihrougk an elecironic atigenpl b0 axhrsst Benes
communication (such as J- rRECUEaE

mail). O ihe alher hand, DDoS
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stam sfarls with gn ema
mEssage hal Dopens o
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* Soclal Engineering

= Data Leakage via Malicious Apps

» Unsecured Public WiFi

* End-to-End Encryption Gaps :

* Internet of Things (loT) Devices

* Spyware

= Poor Password Habits

* Lost or Stolen Mobile Devices .

« Out of Date Operating Systems

Business Email Compronise
ONE CRIME, MANY NAMES :

USINESS EMAIL COMPROMISE CAN GO BY DIFFERENT NAMES - BE AWARE OF THEM ALL :

EMPLOYEE ACCOUNT E

COMPROMISE =

CEO FRAUD / :

CEO IMPERSONATION :

BOGUS INVOICE :

LSCHEME -

MAN.IN-THE EMAIL SCAM : '.'fil- .

INTERPOI g

[ e o o e e e e ;
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sHusiness E-Maill Compromiss Timeline

Outsider Threats:

An Qutsider threats are unautharized entity outside the
-securlty domain thag has the potential to harm an

Information system through destniction, disclosina,

modification of data, and/or denlal of service.

Defense Plan:

= Endpaoint threat detection
= Process éxcution

« Visibiiity

= [ata classification

= A platborm approach
*  Metwark integration

|
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Insider Threats:

An Insider threat in cybersecarity refers to an individual
using their authorized access to an organization’s data and
resgurces to harm the company s equlpment, information,
networks, and systems,

Ciefense Plan;

= Identify and discover where your sensitive files [ive,

« Train your employeesto adopt a data security mindset,
« Apply security analytics to alert on abnormal behaviors,
*  Determine who has access to that data and swho skoukd.

*  Maoniter activity, files, and emails on your core-datia
SOLUNCREL,

= Maintain a least privilege model throwgh your
infrastructure,

Surface Web is only the Tip of the Iceberg

DEEP WEE

Cioud Storage; Patent Data, Résearch
Articles Legal Documents; Financial
Records, ..

DARK WES

1m0 Mar kenplades,

surmnalism, ..,

© O\ JuyEdidon| 2041 Volme3 N 13 PageNoids o
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THE CIA TRIAD OF INFORMATION
SECURITY

« Confidentiality: Ensures that data or an information system is accessaed by only an
authorized person.

= Integrity: Integrity assures that the data or information system can be trusted. Ensures that
it is edited by only authorized persons and remains in its original state when at rest.

«  Availability: Data and infermation systems are available when requirad,

b X L

CONFIDENTIALITY AVAILABILITY INTEGRITY

What is cyber
security?

Information Securtiy

Cyber Security s the protection of
internet-connected systems, including
hardware, software & dota, from
cyberattacio.

* in @ computing tmt:;:t security k
e e ool ey ot
to protect against unauthorized access -
1o data centers and ather tomput=rized SE(','UI'itY

= Cyber security s a subset of Information
Aefurity which i designed 1o maintan
the  confidentiality, integrity and
availabilty of data,




R

1k

@ E- Newsletter - Chengalpattu District Branch (SIRC)
-

INDIA |:

Importanc
e of Cyber
Security:

7 Layers
of

Security: | |
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Types of Cyber Security:

Network Application

Security Cloud Security

Mobile Endpoint
Security Security

Infrastructure
Security

* Access Management Controls
User Access Creation
User Access Modification
User Access Revocation

Applicatio Priviege access

Audit Trails

* Changes Management Controls

n

I Change Register
Sec u rl ty . User Acceptance Testing
Review of Changes

* Vulnerability Scanning of the
Application

* Penetration Testing of the Application
+ Patch Management
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« Protect Sensitive Data from
* Unauthorized Disclosure
: * Unauthorized Modification :
: D b * Denial of service attacks :
= * Security Controls:
s Security: + securityPoliy ;
* Access control models
* Integrity Protection
* Privacy Problems
* Faults Tolerance and Recovery
- . . :
= Operating System Security: =
: n 8
- > a Fr1 DE :
Authentication One Time Passwords: Program Threats: System Threats:
E Username [/ Password Random Mumbers Trojan Horse Worm E
User Card [ Key Secret Key Trap Door Port Scanning
User Attribute Network Password Logic Bomb Denial of service
- Multi Factor Authentication -
[ e
J—.\llllllllllllllllllllllllllllllllllllllllllllllllllllllllllllllllllllllllllI _I‘
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What is Cloud Security?
S - . Cloud Security is the set of control-based
e C u rl " technologies and policles designed to adhere to

regulatory compliance rules and protect information,
data applications and infrastructure associated with
cloud computing use.

Cloud Security:
« Agentless
= APl Driven
Highly Scalable
= Standard
= Controls
¢ One Touch Security

»  Motwork soeurity invohss profecting mebwarks fram astamal thrests,
wicluding wrauthorized access, vwuses, malware, derfal of servce attacks,

Network o

Regarciess of chelr argasezation's scabe, type, or mfrastructure, Network Secu-
ey Sobsian pratect them from the alwayy svabang eltecks oy 1hoeats,

Security A A SN

miormation or disrupt aperations.

| NETWORK SECURITY |
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@ Wireless Security:

WEP:

The firsl wireless securily prolocol was WEP {Wired Equivalent Privacy). 11 was the standard method of providing
wireless network securily from the late 1990s until 2004, WEP was hard to configure, and it used only basic (B4-/128-
bit) mﬁewc'lpm WEF is no longer considered secure and should be replaced by a newer protocol such as WPAZ,

WPA:

WP (\Wi-Fi Protected Access) was developed in 2003, It delivers stronger {128-256-bit) encryplicn than WEP by using
a secunty profocol known as Temporal Key Integnty Protocol (TKIP). Along with WFAZ, WIPA is the most common
protocol in use today. Bul unlike WPAZ, it 15 compatible with older softwara.

WPAZ:

WPAZ a later version of WP, was developed in 2004 I's easier o configure and provides even greatar netwark
securily than WPA by using a security prolocol known as the Advanced Encryption Standard (AES). Versions of the
WPRAZ protocol are available far individuat users and enterprses

WPAJ:

Aonew generation of WPA, known as YWPAZ, is designed o deliver simpler configuration and even stronger | 192-7256-

/384-bit) encryplion and security than any of iz predecessors, It is also meant o work across the lalest Wi-Fig
Natwarks.

Mobile Security

O © 0 0

LOCK SCREEN SOFTWARE AVOID PUBLIC
SECURITY P'EH:'I‘EHDH LFDATE WIF|

Mobile device security is an important to
keep our smartphones, tabletz, and other
portable devices safe from cyber criminals
and hackers. The main goal of mobile device
sacurity is to keep our devices and other
glectronic devices safe from being hacked or
cther ilegal activities, In ouwr daily lives, it is

very crucial to protect our private infermation
fram strangers and hackers. Mohile device
gocurty acts as a shield to ensure that our

digital life remains secure

BACKUPDATA  REMOTE WIPE ENCRYPTION
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Diara Lenkage Prevennon

Identify where holes or exit points where leaks may occur
ilnstant messaging
§ P 2P file sharing (e.g: Whatsap, Skype etc..)
s Web mail (Yahoo mail, Gmail, Hotmail)
+ USE storage devices/Removable drives
i Printers

How data are flagged and identified

#lInitial predefined polickes
poocial security numbers
s Prescribed in SOX, DPDP etc. (Bank account
numbers, Pll..}

& Data Discovery
sLooks into the content and nrot just the file type
s Examine context considerations
s Structured data matching (P, credit card
numbers, etc)

ﬂ::jtn erlLtagr Prevenhon — Levels of DLP

— Three different levels of DLP

solution

& Data in Motion
i Data which uses HTTP, FTP, P2P
and SMTP protocots are mirmored
in the DLF server for inspection
where visibility is enhanced
& Data at Rest
& Data’in file servers, databases,
hosts computers set for file
sharing, etc,
# Data at End Points
4 Data which sits on end user hosts
iworkstations and noteboaks)

- 5
P=ma il -
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I bt T

Cmivet sl df Wlirid-garriienil
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Data Leakage Prevenhon — Websense Policy Wazand
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Recommended Steps For Securing Your data:
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Commeder 3 Party
Yondor Risk
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Recommended Steps For Securing Your data:
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IS0 27001, 1SO 27701, 150 Series

General Data Protection Regulation (GDPR)

Challengesin -~
Implementing

C

ybersecurity

Lack of Resources: Implementing a cyber security prograr
requiras 3 significant investment of resources, inchuding
time, money, and personned

Complexity; Cyber security is a complex field, and
implementing a comprehensive program can be
challenging

Leck of Awareness: Some organizations may not fully
understand the Impartance of cyber security or the risks
they face

Compliance Requirements: Many organizations are
subyject to regulatory reguirements related to cyber
security, such as thase issued by the IRDAI

Emarging Thraats: Cyber threats are constantly evolving,
and organizations find it difficult bo stayup to date with
the latast threats and vulnerabilities

Information Technology Infrastructure Library (ITIL)

\¢
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Firewall
[ (3

What is Firewall? el g
= Firewalls control the flow of network traffic 5
= Firewalls operate on number of layers - LU L |
* Can also act as VPN gateways —
+  Active content filtering technologies =
* (Can be created out of a network connecting two .

firewalls L Internal OMEI Hatwork
«  Boundary router filter packets protecting server
+ First firewall provide access contral and iniema | == |

protection from server if they are hacked il ——

E el e Sepser

VF’N(VirtuaI Private

Network) N

= VPN Is vsed to provide secure network links across
networks

* VPN s constructed on top of existing network media
and protocols

Cn protocol level IPsecis the first choice
Other protocols are PPTR, LATP
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Virus

A malicious st of code meant 1o harm you
and your computer

What can a Virus Do:

*  Record your keyboard strokes
BreakiDamage your compiiter
Haold your files hostage
Use your processing powear

Steal/copy your files

Steal other important information
such as passwords, credit card
numbers, etc.

from device to device

A worm & a8 lypa of wus thal, unkke
traditonad  viruses, wsually does  nat
requice the action of a user 1o spread

i
=

AL iin tha Pyth, & Trogan = & vinst that
hides within & mg‘mm*—m

am i spread iself across nebworks
o fevices

b

A

thrsugh compuierviruses,

Anti-virus \

An anti-wiras is a software which comprises programs or set
of programs which can detect and remove all the harmful
and malicious software from your device, This anti-virus
software is designed in a manner that they tan search
through the flles in a computer and determine the files
which are heavy or mildly infected by a virus.

Commion Anki-virus:
Mortan
CrowdStrike
Kaspersky
AVAST
McAfer
TrendMicro

-~
Ransomware & a tvpe of mahvare (hat
encrypls & user's and demands a
rangsom for (8 refurn, Ransommavare
can be, but isn't I'l'll:-ll-'lilll'“]r spread
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41 Single Sign-
dion &

38 Multi Factor
3l Authenticatio
din:

VAPT includes the following tests:

_
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Types of Security Tools

® Vidigralaliy
Avseisrmnr
* Pensmusion tevisg

* Socul Essninesuiny

Red Team
Vs
Blue Team

Purple
Team

Blue e

g
]' ‘:m o Tawrulenit l‘.rrp-mu.._-
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Personally
Identifiabl

4l Privacy Bill - overview
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Upcoming Programs

THE INSTITUTE OF CHARTERED ACCOUNTANTS OF INDIA
(Set up by an Act of Parliament )

CHENGALPATTU DISTRICT BRANCH (SIRC)

Topics  : All About NRI Taxation And Permanent Establishment As Per IT Act - An Analysis
Speakers : CA. Bharathy G, CA. Sirish M I And CA. Ramesh R
Date : 06-07-2024, Saturday

Place : Our Branch Premises

Topics  : ICAI MSME & Startup Yatra 2024
Speaker : Eminent Speaker
Date : 11-07-2024, Thursday

Place : Our Branch Premises
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